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Russian Invasion of Ukraine 
 
There are ways customers can assist to greatly improve their security. 
  
Checking your account often for suspicious activity—either through the internet, direct teller, mobile 
app, or ATM— is the best way to protect yourself.  
 
It’s important for customers to contact the bank immediately by phone using the number on your 
statement or debit card, online banking or at the branch if they have reason to suspect fraud.  
 
The bank will not contact you and ask for your account information, debit card information, internet 
banking information to include password, or personal information. You should always contact 
Logansport Savings Bank at the listed phone number, 574-722-3855, and speak to an employee you 
know and trust.  
 
Internet and social media safety  
 
Think before you link. Slow down. Don’t immediately click to share posts, memes, videos, or other 
content you see online. Some of the most malicious malware spreads rapidly via shared posts. Check 
your sources before sharing. Some of these can steal your passwords. Having a strong password over 
fourteen characters is a best practice. Do not share your password with others.  
 
Be careful what you post. Do a privacy check on your social media accounts and make sure you are not 
sharing content broadly that you mean only for close family and friends. Be aware that malicious actors 
often steal identities of real people, profile photos, and other information. Do not fill out surveys on 
social media. These are often an attempt to social engineering to hack accounts.  
 
Your trusted team at Logansport Savings Bank is here to help you and your family with all your banking 
needs and questions. Contact us at 574-722-3855.  


